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ABSTRACT determined by physical layer standards.
There has been nuch discussion among Link Layer - level 2

amat eurs about internetworking with This layer defines the functions of two
other areas of the country and gl obe. directly connected points in a network.
This has led to the introduction of Link establishment, data transfer, fiow
terms into the vocabulary of many control, error control and term ination
amat eur s, many of whom are new y are defined.

equi pped with conputers ! In this paper

we wi |l present the ISO/CCITT Open Network Layer - level 3

Systems concept and its inpact on the This layer defines the means to
protocols we will be wusing to provide establi sh, mai nt ai n and term nate
reliable data transfer in the amateur network connections through a series of
net wor k. In order to provide a basis I'i nks whi ch conpose one or mor e
for contrast, we wll also introduce the net wor ks. Link multiplexing, flow
U.S. Department of Defense protocols. control and sequencing of data are also

] defined in this |ayer.
First we will define the basic concepts

and terms needed to understand the Transport Layer - level 4

protocol 1ssues. Once this groundwork This layer provides the neans to ensure
is laid, we wll explore the protocols reliable data transfer between end
needed to provide a reliable data points in the network. Depending on the
transfer capability. Conclusions  will characteristics of tlhe network |ayer,
be drawn based upon the experience of different error handling capabilities
the writers and their amateur and will be required of the transport |ayer.
professional associates. The transport layer must be prepared to

supply the required reliability if it s
unable to obtain a reasonable grade of
TERMS service from the network |ayer.

Session Layer - level S

ocs1 - The session layer is responsible for

Open Systems |nterconnection Mdel calling wupon the resources required to
The goal of "open systems” is to allow complete a distributed communications
di ssim | ar computers, net wor ks and task via a network or net wor ks. A
terminals to operate together in a sinmple session would be a file transfer
common network environment. There are between two stations in real-time. An
seven layers or functions defined in the exanple of a nore complex session would
model . They provide the basis for be a station obt ai ni ng needed
interoperability. St andards bodies ali information from a group of databases in
over the world have evolved in an order to locate and properly conduct a
unprecedented way to Jointly develop series of message transfers with a
these standards for the di spersed group of destinations.
tel ecommuni cati ons and comput er
i ndustries. Presentation Layer - level 6

The presentation Jlayer is responsible
Layer =~ for code and format conversion between
A functional segnent of the OSl model . end users. Baudot to ASClI conversion
There are seven. would be the responsibility of this
| ayer.

Physi cal Layer = level 1
This | ayer addresses al | physi cal Application Layer = level 7
aspects of the comunications medium This layer defines nessage formats and
Vol t age, frequency, interface I ead procedures used by such applications as
assignment and connector |ayout are all electronic mail, bullk file transfer and
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remote data processing.

Vi rtual Circuit = (VC)
A logically-linked path
network or networks over
passed between end users.

through a
which data is
They wusually

are setup wusing call est abl i shnent
procedur es, used for the period of data
transfer, then disolved.

Dat agranme -

A data uni t whi ch cont ai ns al |
neccessary information for routing,
error control, sequencing and throughput
requirenents in addition to the actual
user data.

Fast Select -

An X 25 Call Request with 128 bytes of
user data.

CaTT -

Committee for
This organi za-

I nt ernati onal Consul tive
Tel ephone and Tel egraph.

tion coordi nates st andar ds- maeki ng
activities in the telecomunications
field.

IS0 -

The I nt er nat i onal Organi zation for
St andar di zati on

Thi s body along with t he Ca TT,
formalized the Open System concept and
the protocols required to perform the
functions of each |ayer.

X.25 =

A COTT standard for packet switched
net wor k i nterfaces. It i ncl udes
recomendations for the first three
layers of the IS0 nodel. AX. 25 level 2
was an adaptation of the Link layer of
X.25. Level 3 of X 25 provides for a
"virtual circuit" to be used as a path
for data transfer.

X.224 =~

A CCOTT standard defining the transport

protocol for use in OSI applications.

TPDU - Transport Protocol Data Unit

Internet Protocol -

A dat agr amme- ori ent ed net wor ki ng
protocol . This level 1 protocol was
adopted by the US Department  of
Def ense (DoD) for use on its Advanced
Resear ch Project Agency Net wor k
( ARPANET) ,

TCP -

A transport protocol developed by the
DoD for ARPANET.

This level 4 protocol was developed to
provide end-to-end error recovery in a
dat agr amme- based net wor k.

THE REAL | SSUES

The 0s1 nodel defi nes peer -1 evel
protocols to be used in corresponding
comuni cating entities. The 0SI concept

4.2

separ ates the issues before us into two

ciisti net tasks:

1. The selection of a network |ayer
(level 3> protocol.
The network |ayer protocol options
are the ISO/CCITT X 25 level 3 and
the U S. DoD Internet Protocol.

2. The selection of a transport |ayer
(level 4) protocol.
The transport layer options are the
IS0/CCITT X 224 and the U. S DoD
Transm ssion Control Protocol <(TCP).

1 shows where these protocols
t hi ngs.

Di agr amme
fit in the 0SI schene of

THE NETWORK LAYER
--a---- em--

area of concern is t he
way these protocols pass data
through a network. The X. 25 level 3
protocol has three phases: call set-up,
data transfer and call rel ease. A
station sets up a path over which data
i s passed, then transfers the data. The
pr ot ocol exchange for a virtual circuit
(vC> based data transfer would be as
shown bel ow.

The first
dissimlar

The DoD I nt ernet Pr ot ocol uses
dat agrammes to provide t he needed
control to route the packets through the
net wor k. There is no ' @onnection"
between network the sender and receiver
of the the network |ayer data. Upper
layers provide this, leaving the network
layer with the tasks of routing. As we
will see, this puts a large burden on
the end-users of the network and limts
t hroughput by increasing overhead.

The basic issues in deciding between the
ISO/CCITT X. 25 level 3 and US. DoD
Internet Protocol are:

1. Protocol Efficiency;

2. Reliability;

3. Ease of |Inplenentation;

4. Interoperability with Non- Amat eur

Net wor ks:
I nt ernati onal

o

Accept ance.

1. Protocol Efficiency

est abl i shnent
i nvol ved

par amet ers

The set-up or cal |
procedure allows all stations
in the call to negotiate the

needed to transfer the data over the VvC.
This is acconplished through the Call
Request and Call Accept exchange. It
also identifies the end points to all
stations involved so that each packet
exchanged wth wuser data need only
contain a |ogical identifier. Each
station supporting t he cal | nmust
maintain a table entry reflecting the
path through the station itself and the
current state of that call.



During call establishment, par aneters
are exchanged which govern the data flow

of that call. Some of these paraneters
are outlined below

Packet Wndow Size -

Lets each station know how many
unacknow edged packets may be

outstanding before an acknow edgenent jg

required.

Packet Size -

Determines the anount of data in each
packet . It nust be set to a power of
two <e.gQ. 128/256/512/1024 etc.),
Throughput d ass -

An indication of the required |evel
service needed to support the call.

Ext ended Address -

A way to indicate the actual stations in
t he source and destination networks
using the locally defined address <(e.g.
w2vY-5S).

The exchange in diagramme 2 shows end-
t o- end significance to t he packet
sequence nunbers, but at the option of
t he network it may be local ly
acknowl edged. The Call Request  and
Accept packets may also contain up to
128 bytes of user data.

Dat agr anmes contain source and
destinati on addresses, service type, and
tine-to-live information in each packet.
This information is used by the packet
switches to route, and if necessary
di scard, the packet. Most packet
switches in comrercial networks require
8-15 times the CPU resources to handle
routing functions than they do for
sinpl e dat a transfer acr oss an
estblished path.

The datagrame approach allows for data
units to be sent over random paths
causing them to often arrive out of
sequence. This is done to increase
reliability in the network, but such a
measure IS unneccessary and forces the
transport layer to handle sequence
managenent , conplicating the functions
of the end user terminals.

The ammount of overhead in the |Internet
Header is extensive when compared to
that of the X 25 level 3 header. There
are two cases which require exam nation:
1. Dat agramme vs. Fast Select Packet

2. Dat agramme vs. Data Packet.

An X 25 Fast Select call is a normal
X.25 call with up to 128 bytes of user
data incl uded. It may be acknow edged

with either an accept or a clear with up
to 128 bytes of user data. In either
case it nirrors the function of the
dat agr anme pr ot ocol by creating
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i ndependent data units while at the sane
time allowing for VC-based exchanges
using the same protocol sequence and
net wor k.

An | P datagramme will wusually contain 20

bytes of overhead in each packet.
The X 25 Fast Select Call Packet will
typically contain twenty-four (24> bytes
of overhead.
The X. 25 Data Packet will contain three
(3) bytes of overhead.
The format of a typical Fast Sel ect
packet would be as shown bel ow.
X.25 Call Request
| GHl ! LCGN !
LCN i
| Packet Type - Call Request |
j Calling Length 1 Called Length |
Cal |l ed Address
\ \
|
i Calling Addre.ss
\ \
| Facilities Length |
\ Facilities
\ \
{
i User Data
\ \
up to 128 bytes
Data packets exchanged after the call is
established use the format found in

di agranme 4.



The
packet

format of a typical dat agr amme
woul d be as shown bel ow.

Prot ocol Dat agranme

I nt er net

R e e e e
- = e - -~ = - e - - - .- -~ -

O fset (cont.) i

Sour ce
L---11211---------““-“““ - mm e m e

\ Source Address (cont.)

i Destination Address 1

Address (cont.) i

2. Reliability

Packet lengths as noted in the previous
. section are an inportant factor in
reliability. If the packet is |onger,
it is nmore likely to experience errors
in transm ssion.

in X.25
sequenced
a flow
points.

net wor k
t he
t he
t he

data transfer procedures
level 3 provide for properly

dat a packets exchanged in
control | ed- manner bet ween end
The sequencing of data in the
layer also allows Us to elimnate
error recovery baggage needed in
transport |l ayer to resequence

The
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Thi s
over head

shortening
by the VC

is a further
obt ai ned

packet s.
of the
appr oach.

Anot her
happens if
net wor k there

frequently heard cry is *“Wwhat
a switch goes down 2 In any
woul d be a ti meout
followed by an error recovery procedure.
In the case of a datagranme network
there would be a new datagranme sent.
In the <case of an X 25 network there
would be dear from t he stations
adjacent to the one in trouble. Thi s
would be followed by a Fast Seiect Call
Packet . Since a definitive action has
occurred, the network can decide how
subsequent calls should be handl ed. The
clearing cause and diagnostic codes
provide the network status information.
This information should be used to guide
subsequent calls through the network.

3. Ease of |Inplenmentation

It is often suggested that it is “too
much" to expect that a station or packet
switch maintain tables of active virtual

think we can
| arge>
cail

circuits passing through. |
trust our snall (and soneday
swi t ches maintain tables of
st at us.

to

t he
nor e
AX. 25
Phi |
the C
l'i nks
The
t he
to

inpl ementation of
net wor k layer is only a step
difficult than the link layer of
Level 2. As a point of interest,
Karn’s (KASQ) inplenentation in

| anguage supports nultiple | ogical
across one or nore physical ports.
progranmmi ng techniques needed at
network layer are alnost identical
his approach to the link |ayer.

Programm ng an

4. Interoperability with Non- Amat eur
Net wor ks

The ability to use the

| ayer procedures through
between amateur and non-anateur
woul d greatly sinmplify and
conpletion of such facilities.
interfaces woul d  provide t he dat a
equi val ent  of autopatch and reverse
pat ch. The advantage of the data system
over traditional voi ce t el ephone
autopatches is the presence of the
conputer gear to validate authorized ham
access to the facility. This will go a
long way toward keeping the FCC happy
about ammteur control of a non-amateur

access.

same network
interfaces
net wor ks
expedite
These

format of x.121 IS

X. 25. It defines
the tel ephone and
swi t ched

The
usual |y

addr essi ng
found in
formats for accessing
telex networks from packet
net wor ks.

and
whi ch
to be
is no

has source
facilities
conventions
There

The X. 25
destination
allows for
network or

prot ocol
addr ess
addr ess
user specified.



addressing format in |P. The format and

act ual addresses allowed under TCP are
assigned in groups of binary nunbers.
These have little or no | ogi cal

relationship to the world an amateur is

accust oned.

5. International Acceptance

The X. 25 network |ayer has been
impiemented in nearly every country.
It is recognized and understood by npst
regul atory authorities and therefore
lends itself to acceptance by those
authorities for wuse in the amat eur
servi ce. The U.S. DoD (remenber:
Departnent of Defense) nmay not be a big
sel l er in other countries when a
recogni zed international protocol is
avai | abl e.

W in the United States have Wwitnessed
the inpact we've had on packet radio
wor | dwi de. W nust keep in mind the
needs of amat eur s abr oad. Their

cooperation is needed to provide transit
network connections and uniform end-user
protocol s.

The transport protocol options before
t he amateur comunity are ISO/CCITT
X.224 and the US DoD Transm ssion
Contr ol Protocol (TCP). Unlike their
network |ayer cousins, t hese protocols
have many simlarities.

During the late 1960’s and 1970's the
u. S Depart ment of Def ense (DCOD)
required networking standards for its
own Advanced Research Projects Agency
Net wor k  ( ARPANET) . At this time the
i nternational st andardi zation effort

to be envisioned and no
The DoD
use on

was just being
formal acitvity had comrenced.
devel oped a set of protocols for
ARPANET.

last two study periods, t he
1 SO have devel oped the needed

The need for proprietary
protocol s for gener al net wor k
applications is no longer Justified or
constructive for cost effective network
devel opnent . X. 224 provides for a range
of network error recovery situations.
It is divided into classes of operation.
For this discussion we wll addr ess
class 1.

During the
CCITT and
st andar ds.

Class 1 is for use in networks with |ow
undetected error rate, but having high
rates of signaled failures. An amat eur
packet network using X. 25 level 3 would
certainly fall into this catagory. A
packet network wth [P as a level 3
protocol would require X 224 class 4 or
TCP to provide the needed error control.

4.5

The transport |ayer provides for several
functions in the 0SI nodel. They are:
1. End-to-end data integrity;
2. Network connection re-establishnent:
3. Re-synchronization after net wor k

| ayer reset.
The same criteria used in evaluating
network layer protocols will be used to
help us through the transport [ayer.
They are:
1. Protocol Efficiency;
2. Reliability:
3. Ease of Inplenentation;
4. Interoperability with non- Amat eur

Net wor ks;

5. International Acceptance.

1. Protocol Efficiency

The TCP and x.224 protocol s are
functionally simlar, however X. 224 is
|l eaner and is better suited to the needs
of the anateur network. By "leaner" we
mean that it uses fewer bytes in its
control header, thereby reducing the
chance of error on the radio channel.

The X.224 CR TPDU will
byt es of overhead.

usually contain 7

The X 224 DT TPDU wll
over head.

have 3 bytes of

A TCP nessage wl |
of overhead.

usual |y have 20 bytes

Again we have a situation where the set-

up in the CCITT/ISO protocol uses a
|l onger header during the establishment
phase in order to gain economes during
dat a transfer. The x.224 <class 1
connection request format is as shown
bel ow.
X. 224 Connection Request
i Lengt r|1 I ndi cat or
| TPDU - CR ] coT



X. 224 class 1 operation uses t he
following format for data transfer:
X. 224 Data Transfer
1 Length I ndicator \
TPDU - DT 1
i Number Recei ved \
\ User Data |
\ \
\ 1
The format of a typical TCP nmessage

woul d be as shown bel ow.

TCP Message

- - - - - - - - -

\ Source Port (cont.l1 ]
| Destination Port 1
| Destination Port (cont.) 1
' sequence Number
| sequence Number (cont.) 1
| Sequence Number (cont.) 1
| sequence Number (cont.) 1
I Acknowl edgenent  Number |
| Acknowl edgenent  Nunber (cont.) 1
| Acknowl edgenent  Number  ceont.> 1
Acknow edgement  Number  (cont.)
I Data Ofset 1 Reserved 1
I Reserved | Control Bits i
o Wndow 1
T Wndow (cont.) 1
T Checksum 1
T Checksum (cont.> 1
T Tigent pointer 4
T Urgent Pointer (cont.1 1
T options
\ \
i

\ \

- -~ - . - - ——— - . e . e -
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2. Reliability

Both protocols are deenmed reliable for
anmat eur  service. It should be noted
however, that TCP has a nuch larger
over head. Any additional functions in
TCP that are not used in X 224 class 1
operation are just not needed given a

VC- based network.

3. Ease of Inplenentation

I npl ementation of either protocol would
require the same general tasks. There
are fewer inplenentations of X 224 at
this time but this will change. I know
of several conpleted inplenentations and
many nore are under devel opnent; It is

projected to be nore widespread than TCP
sonetinme during the 1986-87 tinme-frane.

4. Interoperability Wi th Non- Amat eur
Net wor ks
There are inplenentations of TCP in nost

Uni X systens. I npl enentations of X 224
are increasing in popularity. Even in
the U.S. DoD the CCITT/0SI protocols are
attaining newfound recognition. In the
February, 1985 i ssue of Dat a
Communi cations Magazi ne, Jerrold S.
Fol ey wrote:

"The U. S Departnent of Defense (DOD)
has been reviewing OSI protocols for
suitability to its requirements. Since
both the DOD TCP <transport control
protocol > and the 0OSI transport protocol

have strong ties to the Defense Advanced
Research Projects Agency, the prospect
of interoperability or REPLACEMENT (caps
author) of TCP is good. The North
Atlantic Treaty Or gani zati on has
indicated that O0SI is central to its
data communications planning."

That is certainly interesting food for

t hought . ..

S. International Acceptance

TCP is being used world-wide on the
ARPANET and in Unix mail applications,
but X.224 is being used to support a
gr eat number of videotext termnals
around the world. There are ot her
classes of operation available wthin
X. 224. They can be used wth little
change to the end user software if the
need ari ses. One such application would
be mul ti pl exi ng many transport
connecti ons onto a single net wor k
connecti on. In this case the use of
X. 224 class 3 would be in order.

available from
to those in

Overall, the protocols
the CCITT/ISO seem superior



t he DoD arsenal . The foll owi ng

characteristics stand out:

1. Header Length
In data transfer, the header |ength
of a TCP/IP packet is at
| east 40 bytes. The header length in
a X. 25 |level 31X. 224 cl ass 1
packet is 7 bytes.

2. Data Parsing in Packet Switches
The TCP/IP header nmnust be exam ned by
each station in the path to ensure
proper handling and routing. Thi s

increases switch overhead by 8-15

times above that of the vcswitch.

3. U.5. DOD or CCITT/ISO
NATO and the U.S. DoD have nade
statements of direction leading to

the replacement of TCP with CCITT/ISO

protocols on the ARPANET and the
Def ense Data Network ¢DDN).

4. Virtual Crcuit vs. Datagramme
No comerci al net wor k of fers
dat agr anmes. Dat agr anmes wer e
dropped from X 25 during the 1984

study period,

S. Wo has the know edge to inplenent a
VC based switch ?
Exi sting amateur packet inplenenta-
tions have nore than denonstrat ed
the availability of programming talent
capabl e of inplenenting a VG based
packet switch.

6. Packet Voice
Packet voice has been successfully
i mpl emented  over virtual circuit
net wor ks. The need to transmt data
over a network in a short period
of tinme is well handled by CCITT/ISO
protocol s. The British Tel ecom
net wor k and Japan's KDD have
t hr oughput class inmplemented as a
standard offering and GTE Tel enet
will be Providing voice packet
service in late 1985.

7. Interconnection with Public Data and
Tel ephone Networ ks
National and international i ntercon-
nections to public telephone, data
and teiex services will greatily de-
pend upon the use of internationally
recogni zed protocols.

8. Excess Protocol Baggage
TCp offers error recovery frem prob-
lems WwWhich we should not have if we
use a VC based network protocol. The
sane error recovery is available
from X 224, but 1s not a required
function of all inplenmentations.

CONCLUSION

Let . understand that the narketplace

has already nmade a stand which is
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driving
user
bodi es.

swi t ched

usi ng

protocol s,
say

to
bound

conmuni ty

to follow

the packet i ndustry,

swi t ching
and t he st andar ds
Commer ci al and private packet
networks are overwhelmngly
Virtual Circuit o) based
not dat agranmes. This is not
that the amateur community is
comerci al st andar ds,

but it certainly tilts the scales a bit,
The Radi o Amateur Tel ecommuni cations
Soci ety wishes to continue in the
direction of CCITT/ISO protocols. Thi s
direction was started over three Yyears
ago in Joint neetings with the Amateur
Radi o Devel openent  Corporation. These
neet i ngs culmnated in t he ARRL’s
adoption of AX 25 Level 2 as the amateur
link protocol. This standard has done
mugch to stinulate and direct packet
radio activities to the nore conplex
i ssues described in this paper and
others in the procedings. W hope that
the combined efforts of the amateur
comunity W ll continue to yield great
results in the future.
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OFFER

In keeping with its active support of

CCITT/ISO protocols,

the Radi o Amateur

Tel ecommuni cations Society (RATS) will

send to interested parties copies of the

protocol documents listed below Cal |

or wite to make arrangenents. RATS

reserves the right to wthdraw this

offer at any time wthout notice.

X. 25 - Packet Switched Network Interface
Specification

X.200- Reference model of Open Systens
Interconnection for CCITT appli-
cations

X.210- 0sI layer service definition con-
ventions

X.213- Network service definition for
Open Systens |Interconnection for
CCTT applications

X.214- Transport service definition for
Open Systems |Interconnection for

CCTT applications



X.215 Session service definition for
Open Systenms Interconnection for
CC TT applications

X.224- Transport protocol specification
Open Systenms |nterconnection for
CC TT applications

X.225- Session pr ot ocol specification
Open Systenms |nterconnection for
CC TT applications

X. 2440 Procedure for the exchange of

pr ot ocol identification during
virtual cal | establishment on
packet swi t ched public dat a
net wor ks

X.250- Fornal description techniques for
data conmmunications protocols and
servi ces.

D agramme 1

OPEN SYSTEM | NTERCONNECTI ON REFERENCE MODEL

Level END USER A END USER B

71 Application | <o----mm--o-em-ooe > 1 Application |
6 1 Presentation | <-----=--=--z--zoo- > 1 Presentation !

______________________________
5 I Session [ S > t Session i
s T TmereT S e RS-
3 TONETVERK % 1 € > 1 = NETWORK = 1
2 ?—L—Fn; ---------- L > 1 Link i
1 -I—}’;];/;i_(—:a-d"““; - > | Physical !
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Di agrame 2

Source

Pr ot ocol

X. 25 Level 3

Station B

Desti nati on

<-- Accept
Data 0 -->
Data 1 -->

Data 2 -->
<-- RR O

Data 3 -~-->

<-- RR 2

<-- RR 3
Clear -->

<-- Cr Cfm

<~-~ Accept
Data 0 =-->

Data 1 -->

<-- RR O
Data 2 -->

<-- RR 2

<-- RR 3

Clear -->

<-- Cdr Cfm

<-- Accept

Data 0 =~->

Data 1 -->

<-- RR O

Data 2 -->

<-- RR 2

Data 3 -->

<-- RR 3

Clear =-->

<-- Clr Cfm

4.9

Call ~-->
<-- Accept

Data 0 =-->
<-- RR O
Data 1 -->

Data 2 -->
<-- RR 2

Data 3 =-->
<-- RR 3

Clear -->
<-- Clr Cm



Diagramme 3

Protocol Exchange: Internet Protocol
Sour ce Station A Station C Station B Destination
Data 0 =-=>
Data 1 ==-> Data 0 =-->
Data 1 ~e<e=cececemccccccan .mead
Data 0 =-->
Data 0 --> Data 1 ==>
Data 0 -->
¢<-- ACK 0
<-- ACK 0
-~ ACK O
<=~ ACK O
¢<~~ ACK 0
Data 2 =-=>
Data 2 -->
Data 2 =-=>
Data 2 =~->
Data 2 -->
<-- ACK 2
<-- ACK 2
<-- ACK 2
<+= ACK 2
<-=- ACK 2

D agrame 4

- - -

X. 25 Data Packet

—h b edme cmaesa

B P S (P AR P
- -~ e - -~ — - -

e e e d e e, A - — - -

- e - - e - —————
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PR(PIOIS,IAL :

RECOVIVENDATI ON AX.121NA
m---

NUMBERING PLAN FOR THE AVATEUR RADI O NETWORK | N NORTH AMERI CA

J. CGordon Beattie, Jr.,
Thomas A. Moul t on,

The Radi o Anmateur

N2DSY

wavy

Tel econmmruni cati ons Soci ety

206 North Vivyen Street
Ber genfi el d,
201- 387- 8896

I nt roduction

The purpose of this Nunbering Plan is to

facilitate the introduction of amateur

data net wor ks and provi de for

internetworking in the North Anerican

regi on.

1.0 Design Considerations

1.1 This proposal does not require, nor
pr ecl ude, gover nnment al i nvol venent

1.2

1.3

1.4

1.5

2.0

in network adm nistration.

The Regional Numbering Plan should
permt the identification of a cal-
led country as well as a specific

network and station.

The Nunbering Plan should provide a
consi stent addressing format when
connection is made with or through

comerci al tel ephone networks.(i.e.
tel ephone, telex, data networks.)
A national nunber assigned to a

should be unique within a
net wor k. This national
form part of the
nunber which should
on a worldw de

term nal
particul ar
nunber  shoul d
i nternational
al so be uni que
basi s.

Specific national nunbers should be
easily determ ned.

Nat i onal Nunmbers shoui d require
mnimal admnistrative overhead to
network managenment and users.

Nunmbering System

The 10 digit nuneric character set
09 should be used for nunbers (or
addresses> assigned to termnals in
t he amat eur net wor k. Thi s
principle should apply to bot h
national and international nunbers.

the nunbering system as
in 2.1 will make it pos-
interwork with termnals

Use of
outlined
sible to
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4.0

3020
3100
3300
3320
3340

5.0
5.1

5.3 The Nati onal

NJ 07621

on public telephone, telex and data

net wor ks.

Prefix Codes

The Prefix Code will signify the
type of network indicated by the
remaining digits.
The Prefix Code will be the first
digit and should be coded as
foll ows:
Amat eur Packet Switched Network
Public Packet Switched Network
\

\

\___ Reserved

/

/

/
Tel ex Network
Tel ephone

Data Network Identification Codes

Identification
four digits.

Net wor k
consi st of

Al'l Dat a
Codes shall

in the region shall

listed bel ow.

Each
use the

country
codes

Canada
Uni t ed
Puerto
Virgin
Mexi co

States of America
Ri co

I sl ands (USA)>

Nati onal  Nunber

The National Number shall consi st

of up to 10 digits.

Each National Nurber shal | be

unique within the country.
Nunber shall contain a

three digit area code.



5.4 This nunber shall correspond to the 6.0 International Nunber
area code used in the Nort h

Aneri can Nunbering  Plan for 6.1 The International Nunber shall con-
Tel ephone Net wor ks. ) )
sist of the DNIC and the National
5.5 Addi tional addressing information Number .
nay be provided in an address . .
extension facility containing the 6.2 Each National Amateur Network will
amat eur callsign and SSID. be capable of interpreting the
first four digits of the Interna-
5.6 If full 10-digit addressing is tional Nunber. This is needed to
desired, the nunber corresponding facilitate routing bet ween
to the local exchange and net wor ks.

subscriber line may be used. . .
6.3 The use of the DNIC by stations in

5.7 |If no nunber is available or if transit countries would serve as a
ready reference for checking third-

addi ti onal nunbers are required - ; h
they should be assigned using ex- party traffic-handling  require-
change nunbers in the range of 000 nments.

t hrough 199.
6.4 The International Nunber may op-

5.8 The assignnent authority for these tionally include a prefix code.
exchange and subscriber nunbers is
limted to the Network Coordinating
Agent for that area.

7.0 Formats

5.9 Service Codes 011, 111, 211, 311,

411, 511, 611, 711, 811, 911 are 7.1 Amateur

reserved pending definition by the
local Network Coordinating Agent. P- DDDD- AAA- EEE- NNNN

Net wor k Nunber For nat

15

14

$.10 The exchange code 000 is reserved DDDD- AAA- EEE- NNNN

for internal network admnistration
and assignment authority is limted
to t he Nat i onal Net wor k
Coordi nating Agent.

7.2 Amateur Network Nunber Fornat
(alternate)

5.11 The exchange code 555 is reserved P- DDDD- AAA = 8
for internal network admnistration e 7
and assignnent authority is limited DDDD- AAA =
to the local Network Coordinating
Agent .

Wher e:

$.12 The exchange and subscri ber code . -

555-1212 is reserved for regional P = Prefix digit o
directory servi ce. Assi gnnent D = Data Network Identication Code
authority is limted to the |ocal A = Area Code
Net wor k Coordinating Agent. E = Exchange

N = Nunber

4.12



